
 Ripley’s Believe It or Not! Pa�aya: Privacy Policy 

 Ripley’s Believe It or Not! Pa�aya respects your privacy and is commi�ed to protec�ng your personal data. This privacy 
 statement will inform you as to how we look a�er your personal data when you visit our place or website, tell you about 
 privacy rights, and how the law protects you. For this privacy statement, personal data, or personal informa�on, means 
 any informa�on about an individual from which that person can be iden�fied. 

 It is important that you read this privacy statement together with any other privacy statement (if any) that we may 
 provide on specific occasions when we are collec�ng or processing personal data about you so that you are fully aware of 
 how and why we are using your data. This privacy statement supplements other no�ces and privacy policies (if any) and 
 is not intended to override them. 

 This privacy statement is provided in a layered format, so you can click through to the specific areas set out below. 

 1.  Data controller 

 This privacy statement is issued on behalf of Minor Sky Rider Limited an exclusive distributor of Ripley’s Believe It or Not! 
 Pa�aya in Thailand. Minor Sky Rider Limited is a company registered and exis�ng under the laws of Thailand, having its 
 registered company at 218 Room C20-21 Royal Garden Plaza Pa�aya, Moo.10 Beach Road, Nongplue, Banglamung, 
 Chonburi 20150 Thailand (hereina�er the “Company,” “we,” “us,” or “our”). 

 Our website may include links to third-party websites, plug-ins and applica�ons. Clicking on those links or enabling those 
 connec�ons may allow third par�es to collect or share data about you. We do not control these third-party websites and 
 are not responsible for their privacy statements. When you leave our website, we encourage you to read the privacy 
 statement of every website you visit. 

 Please note that our website is not intended for children and minors, and we do not knowingly solicit or collect personal 
 data from anyone under the age of 18, other than from a parent or legal guardian with consent. As a parent or legal 
 guardian, please do not allow your children to submit personal data without your permission. 

 2.  How we collect personal data 

 This privacy statement aims to give you informa�on on how we collect and process your personal data through your use 
 of our website, and other services (“Services”) provided by us (both online and offline channels, e.g. our website and 
 venue) from which you are accessing this privacy statement, including any data you may provide when you use our: 

 ●  Online services  , such as websites owned or controlled  by us, social media pages, HTML-forma�ed email 
 messages; or 

 ●  Offline interac�ons  , when you visit our venue, reach  out to our call center, or through other offline interac�ons. 

 We use different methods to collect data: 

 ●  Direct interac�ons.  You may give us your personal  data by filling in forms or by corresponding with us by post, 
 phone, email, or otherwise, including when you call our call center or purchase any products or use Services, 
 contact us to inquire about our products or Services, or submit requests or claims. This includes personal data 
 you provide online when you sign up for a newsle�er or par�cipate in a survey, contest or promo�onal offer. We 
 collect personal data offline when you visit our stores. 

 ●  Automated technologies or interac�ons.  As you interact  with our website, we will automa�cally collect technical 
 data about your equipment, browsing ac�ons and pa�erns. We collect this personal data by using cookies, and 
 other similar technologies. To learn more, please see our  cookie statement  for further details. 

 ●  Third par�es or publicly available sources.  We will  receive personal data about you from various third par�es 
 and public sources including business partners, social media. 

 ●  Security Systems.  When you visit our managed proper�es,  informa�on may be collected about you through such 
 proper�es’ closed-circuit television systems, and/or other security systems. 
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 3.  Purposes for which your personal data is collected 

 We only process your personal data as described in this privacy statement and always in compliance with the applicable 
 data protec�on laws, as follows: 

 ●  Where we obtained your consent (as required by law); 
 ●  To take steps at your request before entering into a contract and to perform contractual obliga�ons between you 

 and the Company; 
 ●  Where it is necessary for legi�mate interests of the Company or any other persons or juris�c persons, except 

 where your fundamental rights override such interests; 
 ●  To comply with laws to which the Company is subject; 
 ●  Where it is necessary to prevent or suppress a danger to a person's life, body, or health (if any). 

 We collect, use, or disclose your personal data to the extent permi�ed or required under applicable law, for the following 
 purposes: 

 ●  Perform our contract with you, process and manage your purchases or use of the Company's products and 
 Services, including customer and member registra�on, iden�ty verifica�on process, online/offline sales order 
 crea�on, payment process, order exchange or cancella�on, order delivery, provide delivery updates and 
 a�ersales services, administer loyalty program and other program par�cipa�on, online/offline campaign 
 ac�vi�es, reward redemp�on, your use of the Sites and the Services via both online and offline channels. 

 ●  Respond to your customer service inquiries, handle the complaint management process which you have raised, 
 or take other ac�ons in response to your inquiries or other Site ac�vi�es or other customer service pla�orms. 

 ●  Communicate with you by post, telephone, email, and social media about your orders or purchases, your 
 services, accounts and program par�cipa�on, a contest or sweepstakes you have entered, and your requests for 
 informa�on. 

 ●  Public rela�ons, i.e. taking your photos and/or video (with/without voice) at the Company’s events. 
 ●  Give informa�on and communicate with you by email, via our Sites and other online channels about our brands, 

 products, news, and events, and offer our products, services, and promo�ons, including co-branded offers and 
 Group of Companies and business partner offers. 

 ●  Conduct personalized marke�ng and promo�ons, including analyze your purchases, transac�ons, shopping 
 pa�erns, account ac�vity and payment history. 

 ●  Request feedback or par�cipa�on in surveys (including customer sa�sfac�on survey), conduct market research 
 and/or analysis for us to review, develop and improve the quality of our products and Services, and test and 
 improve our systems, and prevent the misuse or improper use of our Services. 

 ●  Summarize our sales order from partner pla�orm to create sales daily and monthly report. 
 ●  Improve our products, Services, and relevant processes. 
 ●  Conduct business planning, repor�ng and forecas�ng. 
 ●  Manage risks and undertake internal audit and administra�on, for example, to prevent fraud or undertake 

 detec�on, to inves�gate requests for use of our internal informa�on systems. 
 ●  Comply with laws, regula�ons, orders, legal requirements and obliga�ons of the Company, or report or disclose 

 informa�on to government authori�es as required by laws, for example, Revenue Department, or upon receiving 
 an order or a writ of a�achment from police officers, government authori�es, courts, or other competent 
 authori�es, undertake detec�on and inves�ga�on under legal procedures and other regula�ons including 
 establishment, compliance or exercise of the rights to legal claims or defense against the rights to legal claims. 

 ●  Assign rights, obliga�ons and any benefits under a contract between you and the Company which have been 
 done legally, for example, merger or transfer of the contract. 

 In the case where it is necessary for the Company to process your sensi�ve personal data, the Company shall obtain your 
 explicit consent, unless the explicit consent is not required by law. 



 If the personal data is required for the purpose of performance of a contract or to comply with applicable laws, and if 
 you do not provide us with such necessary personal data, the Company will not be able to provide you with the Services. 

 4.   What personal data we collect 

 We may collect, use, store and transfer different kinds of personal data about you which we have arranged according to 
 the different purposes as follows: 

 ●  Contact informa�on such as email address and phone number, if you interact with us through social media sites, 
 we may collect your username and other relevant details; 

 ●  Personal Iden�fica�on Informa�on: full name, height, date of birth, na�onality; 
 ●  Payment informa�on such as payment details, billing address, debit card number, credit card number; 
 ●  Copies of your correspondence if you contact us; 
 ●  Your interests and preferences, feedback and survey responses; 
 ●  Informa�on collected through the use of closed-circuit television systems, and other security systems; 
 ●  Informa�on related to your use and interac�on with our website and social media channels; and 
 ●  Informa�on as requested by government authori�es to fulfill our legal obliga�ons. 
 ●  Your photo from the Company’s events. 
 ●  Normally, we do not collect the following special categories of personal data about you (this includes details 

 about your race or ethnicity, religious or philosophical beliefs, sex life, sexual orienta�on, poli�cal opinions, trade 
 union membership, and gene�c and biometric data). Nor do we collect any informa�on about criminal 
 convic�ons and offences. However, in some specific cases, we may need to collect your religious belief and/or 
 blood type as appeared on a copy of your iden�fica�on card (if any). 

 5.  To whom we may disclose your personal data 

 Our goal is to improve your experience, and to do so, we may share personal data with the following par�es: 

 Corporate Office 

 We may share your personal data with our Corporate Office to send marke�ng communica�ons, and perform the service 
 requested by you (including customer services) and internal (audit/compliance) inves�ga�ons. 

 Our service providers 

 We may share your personal data with third-party service providers who provide data processing services to us, such as 
 credit card and payment processing to facilitate the delivery of our products and online services and adver�sing tailored 
 to your interests. Our third-party service providers will only process personal data as needed to perform their func�ons. 
 They are not permi�ed to share or use personal data for any other purpose. 

 Our business partners 

 We may share your personal data with business partners with whom we may jointly offer products or services. You can 
 tell when a third-party business partner is involved in a product or service you have requested because their name will 
 appear, either alone or with ours. If you choose to access these op�onal services, we will share your personal data with 
 those partners. We may transfer your personal data to our business partners such as banks, telecommunica�ons 
 providers, retail, e-commerce, with whom we jointly offer products or services, or whose products or services may be 
 offered to you. Personal data shared in this way will be governed by the third party’s privacy policy and not this privacy 
 statement. 

 Social networking sites 

 We allow you to login on our sites and pla�orms without the need to fill out a form. If you log in using the social network 
 login system, you explicitly authorize us to access and store public data on your social network accounts (e.g. Facebook, 
 Google, Instagram), as well as other data men�oned during use of such social network login system. In addi�on, we may 



 also communicate your email address to social networks in order to iden�fy whether you are already a user of the 
 concerned social network and in order to post personalized, relevant adverts on your social network account if 
 appropriate. 

 Third par�es required by law 

 In certain circumstances, we may be required to disclose or share your personal data in order to comply with a legal or 
 regulatory obliga�on. This includes any law enforcement agency, court, regulator, government authority. 

 Professional advisors 

 This includes lawyers, technicians and auditors who assist in running our business, and defending or bringing any legal 
 claims. 

 Business Reorganiza�on 

 We may share your personal data in case of any sale, assignment, or other transfer of our business or transi�on of 
 service to another provider. We will ask for your consent if required by applicable law. 

 We provide appropriate protec�ons for such sharing of personal data as required by the applicable law to prohibit third 
 par�es from using your personal data for their own purposes and to address the security and confiden�ality of your 
 personal data. Except as specified above, we will not disclose your personal data to third par�es without your consent. 

 6.  Interna�onal transfers 

 We may disclose or transfer your personal data to third par�es or servers located overseas, which the des�na�on 
 countries may or may not have the same equivalent level of protec�on for personal data protec�on standards. 

 Whenever we transfer your personal data, we will comply with the applicable Thai data protec�on law and ensure a 
 similar degree of protec�on is afforded to it by ensuring at least one of the following safeguards is implemented: 

 Where we use certain service providers, we may use specific contracts to provide suitable protec�on measures which 
 enable the enforcement of the data subject’s rights, including effec�ve legal remedial measures according to the rules 
 and methods as prescribed and announced by the Personal Data Protec�on Commi�ee. 

 We rely on your consent as well as any other regula�on that the applicable law provides. 

 Please contact us if you want further informa�on on the specific mechanism used by us when transferring your personal 
 data. 

 7.   Data reten�on 

 We will only retain your personal data for as long as reasonably necessary to fulfil the purposes we collected it for, 
 including for the purposes of sa�sfying any legal, regulatory, tax, accoun�ng or repor�ng requirements. We may retain 
 your personal data for a longer period in the event of a complaint or if we reasonably believe there is a prospect of 
 li�ga�on in respect to our rela�onship with you. 

 To determine the appropriate reten�on period for personal data, we consider the amount, nature and sensi�vity of the 
 personal data, the poten�al risk of harm from unauthorized use or disclosure of your personal data, the purposes for 
 which we process your personal data and whether we can achieve those purposes through other means, and the 
 applicable legal, regulatory, tax, accoun�ng or other requirements of the applicable country. 

 We would like to inform you about the following reten�on period: 

 ●  Your personal data involved in the processing under lawful grounds of contractual rela�onship will be stored for 
 the en�re dura�on of the contractual rela�onship and once it has ended un�l the responsibili�es for both par�es 
 expire. 



 ●  Your personal data involved in the processing under lawful grounds of legal obliga�ons, will be stored un�l the 
 comple�on of this obliga�on. 

 ●  Your personal data involved in the processing under lawful grounds of legi�mate interest, will be stored un�l the 
 end of this interest. 

 ●  Your personal data involved in the processing under lawful grounds of consent, will be stored un�l the consent is 
 withdrawn. In case of marke�ng communica�ons, you may exercise your opt-out rights through the means 
 provided in each of these communica�ons. 

 A�erward, we will remove your Personal Informa�on from our systems and records and/or take steps to properly 
 anonymize it so that you can no longer be iden�fied from it. 

 Details of reten�on periods for different aspects of your personal data are available in our reten�on statement which you 
 can request from us by contac�ng us. 

 8.  Your rights 

 Under certain circumstances, you have rights under data protec�on laws in rela�on to your personal data. 

 Request access to your personal data 

 Request access to your personal data (commonly known as a "data subject access request"). This enables you to receive 
 a copy of the personal data we hold about you and to check that we are lawfully processing it. 

 Request correc�on of your personal data 

 Request correc�on of the personal data that we hold about you. This enables you to have any incomplete or inaccurate 
 data we hold about you corrected, though we may need to verify the accuracy of the new data you provide to us. 

 Request erasure of your personal data 

 Request erasure of your personal data. This enables you to ask us to delete or remove personal data where there is no 
 good reason for us con�nuing to process it. You also have the right to ask us to delete or remove your personal data 
 where you have successfully exercised your right to object to processing (see below), where we may have processed your 
 informa�on unlawfully or where we are required to erase your personal data to comply with local law. Note, however, 
 that we may not always be able to comply with your request of erasure for specific legal reasons which will be no�fied to 
 you, if applicable, at the �me of your request. 

 Object to processing of your personal data 

 Object to processing of your personal data where we are relying on a legi�mate interest (or those of a third party) and 
 there is something about your par�cular situa�on which makes you want to object to processing on this ground as you 
 feel it impacts on your fundamental rights and freedoms. You also have the right to object where we are processing your 
 personal data for direct marke�ng purposes. In some cases, we may demonstrate that we have compelling legi�mate 
 grounds to process your informa�on which override your rights and freedoms. 

 Request restric�on of processing your personal data 

 Request restric�on of processing of your personal data. This enables you to ask us to suspend the processing of your 
 personal data in the following scenarios: 

 If you want us to establish the data's accuracy. 

 Where our use of the data is unlawful, but you do not want us to erase it. 

 Where you need us to hold the data even if we no longer require it as you need it to establish, exercise or defend legal 
 claims. 



 You have objected to our use of your data, but we need to verify whether we have overriding legi�mate grounds to use 
 it. 

 Request transfer of your personal data 

 Request the transfer of your personal data to you or to a third party. We will provide to you, or a third party you have 
 chosen, your personal data in a structured, commonly used, machine-readable format. Note that this right only applies 
 to automated informa�on which you ini�ally provided consent for us to use or where we used the informa�on to 
 perform a contract with you. 

 Right to withdraw consent 

 Withdraw consent at any �me where we are relying on consent to process your personal data. However, this will not 
 affect the lawfulness of any processing carried out before you withdraw your consent. If you withdraw your consent, we 
 may not be able to provide certain products or services to you. We will advise you if this is the case at the �me you 
 withdraw your consent. 

 If you no longer want to receive marke�ng-related emails, you may opt-out by contac�ng us or by following the 
 instruc�ons in any email you receive from us. 

 Right to file a complaint 

 You have the right to file a complaint with the supervisory authority under the Personal Data Protec�on Act (“PDPA”) 
 any�me the Company violates or does not comply with the PDPA. 

 What we may need from you 

 We may need to request specific informa�on from you to help us confirm your iden�ty and ensure your right to access 
 your personal data (or to exercise any of your other rights). This is a security measure to ensure that personal data is not 
 disclosed to any person who has no right to receive it. We may also contact you to ask you for further informa�on in 
 rela�on to your request to speed up our response. 

 You will not have to pay a fee to access your personal data (or to exercise any of the other rights). However, we may 
 charge a reasonable administra�on fee if your request is clearly unfounded, repe��ve or excessive. Alterna�vely, we 
 could refuse to comply with your request in these circumstances and we will indicate the reason for refusal. 

 Time limit to respond 

 We try to respond to all legi�mate requests within one month or within the �meframe as specified by the applicable 
 data protec�on legisla�on. Occasionally it could take us longer than a month if your request is par�cularly complex or 
 you have made several requests. In this case, we will no�fy you and keep you updated. 

 9.  Our Contact Details 

 If you wish to exercise the rights rela�ng to your personal data, please contact us 

 By post: 218 Moo.10 Beach Rd. Nongplue Banglamung Chonburi 20150 Thailand 

 By email:  ripleyspa�aya@gmail.com 

 For any queries about your personal data under this privacy statement, please contact our Data Protec�on Officer at 
 privacy.corporate@minor.com 

 10.  Security of your personal data 

 We have put in place appropriate security measures to prevent your personal data from being accidentally lost, used or 
 accessed in an unauthorized way, altered or disclosed. In addi�on, we limit access to your personal data to those 
 employees, agents, contractors and other third par�es who have a business need to know. They will only process your 
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 personal data on our instruc�ons, and they are subject to a duty of confiden�ality. We have put in place procedures to 
 deal with any suspected personal data breach and will no�fy you and any applicable regulator of a breach where we are 
 legally required to do so. 

 11.  Cookies 

 We use cookies (small text files stored in your browser) and other techniques such as web beacons (small, clear picture 
 files used to follow your movements on our website). These collect informa�on that tells us how you use our website 
 and web-related services. We use these to compile sta�s�cal reports on website ac�vity. 

 This helps us make our website relevant to your interests and needs. We may use a persistent cookie (a cookie that stays 
 linked to your browser) to record your details, so we can recognize you if you visit our website again. 

 You can choose to refuse cookies or set your browser to let you know each �me a website tries to set a cookie. For 
 further informa�on on cookies, visit www.aboutcookies.org or www.allaboutcookies.org where you can also find 
 informa�on on how to turn them off. 

 The type of cookies we use on this site include: 

 Strictly Necessary Cookies:  These cookies are necessary  for the website to func�on and cannot be switched off in our 
 systems. They are usually only set in response to ac�ons made by you which amount to a request for services, such as 
 se�ng your privacy preferences, logging in or filling in forms. You can set your browser to block or alert you about these 
 cookies, but some parts of the site will not then work. These cookies do not store any personally iden�fiable informa�on. 

 Analy�cs Cookies:  We use these cookies to analyses  and iden�fy the behavior of our web visitors. We will track the IP 
 address on the device you are using to iden�fy you when visi�ng our website. When possible, we combine your online 
 web behavior data with the personal data that you have previously supplied to us. This data will be used to analyses 
 behavior on our website and to personalize your experience. 

 Adver�sing Cookies:  These cookies may be set through  our site by our adver�sing partners. They can be used and 
 shared by those companies to build a profile of your interests and show you relevant adverts on other sites. This is based 
 on uniquely iden�fying your browser and internet device. If you do not allow these cookies, you will experience less 
 targeted adver�sing. 

 Engagement Cookies:  These cookies are used to provide  addi�onal func�onality to the site and may affect your 
 experience if they are turned off. They are used to allow enhancement widgets for live chat to provide customer support 
 or alert widgets drawing your a�en�on to updates and exclusive offers. These cookies may track your customer journey 
 to personalize the support and messaging given. 

 If you wish to block the cookies, please visit: 

 Google AdWords - h�p://www.google.com/se�ngs/ads. 

 Facebook Pixel - You may disable any of these cookies or similar technologies via your browser se�ngs. 

 Twi�er Adver�sing - You may disable tailored adver�sements via your Twi�er se�ngs by visi�ng the “Promoted content” 
 and “Personaliza�on” sec�ons. 

 Google Analy�cs - You may disable any of these cookies via your browser se�ngs or by downloading a browser add-in: 
 h�ps://tools.google.com/dlpage/gaoptout. 

 You may disable any of these cookies via your browser se�ngs or change your cookies se�ngs. 

 12.  Liability 

 If you are providing the personal data of third par�es to the Company, you guarantee that their authoriza�on has been 
 obtained to provide their data to the Company for the purposes in this privacy statement. 



 You will be liable for any false or inaccurate informa�on provided and for direct or indirect damage caused to the 
 Company or to third par�es. 

 13.  Changes to this privacy statement 

 We keep our privacy statement under regular review. At the top of this page you will see the date on which the privacy 
 statement was last revised, and it is also the date from which any changes will become effec�ve. Your use of the Services 
 following these changes means that you accept the revised privacy statement. If you would like to review the version of 
 the privacy statement that was effec�ve immediately prior to this revision, please contact us at 
 ripleyspa�aya@gmail.com  . 
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